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researchers have paid attention to the geopolitical background of the initiative and
institutional competition among great powers. This paper focuses on the new insti-
tutional features of the LMC. Compared with the existing international institutions
such as the Greater Mekong Sub-region Economic Cooperation (GMS), the LMC
has two new institutional features: wider issue scope and higher level of centraliza-
tion. Besides regional economic cooperation issues, the LMC also put regional se-
curity cooperation and water resources cooperation issues on its agenda. Mean-
while, the LMC is a leaders-driven institution and is working hard to build its inde-
pendent international secretariat, whereas the GMS serves only as a functional
ministerial-level institution and uses the ADB as its secretariat. Applying the ra-
tional design theory, this paper argues that the increasing severity of distribution
problem and enforcement problem in the international cooperation in the Mekong
sub-region has led to the establishment of the LMC with new institutional fea-
tures.

Key words: Lancang-Mekong Cooperation (LMC), Greater Mekong Sub-region E-
conomic Cooperation (GMS), regional security cooperation, water resources coop-

eration, wider issue scope, higher level of centralization, rational design theory

Militarization of Cyberspace and Its Impact on International Politics
YANG Nan

Abstract: The militarization of cyberspace refers to the process where countries
continuously invest resources and technologies of cyberspace in military and securi-
ty domain to achieve strategic goals. In recent years, the speed of militarization of
cyberspace has significantly increased. Countries around the world have adopted
measures to improve cyber security strategic planning, expand cyber military or-
ganization systems, and strengthen offensive cyber operations capabilities in physi-
cal, application, and humanistic dimensions. The militarization of cyberspace has
made a significant impact on international politics, including the “hyper-securitiza-
tion” of threats in cyberspace, the emergence of “cyber arms race”, and the haunt-
ing “cyber-terrorism”. In response to these complicated situations, countries have

begun to develop deterrent capabilities in cyberspace, actively invested in the for-

iv



mulation of international rules and laws in cyberspace, and committed themselves
to promoting the transformation of critical infrastructure governance from domestic
models to limited international cooperation models. It is of great significance to
probe into the development of cyberspace militarization, and to understand the va-
lidity and limits of existing solutions.

Key words: militarization of cyberspace, cyber security, governance of cyberspace,

national cyber strategy, international politics, Stuxnet

Power Competition and the Evolution of the U. S. Tech Policy Towards
China

HUANG Qixuan

Abstract: The international technology policies of the U. S, serve its strategic com-
petition with other great powers. The more direct and urgent the strategic compe-
tition becomes, the more likely it is for the U. S. to relax technology import and
export control to its partners to build and strengthen a coalition against strategic
competitors. Since the 1970s, the U. S. technology policy towards China has expe-
rienced a transformation from controlrelaxation to control-tightening. The US-
USSR security competition forced the U. S. to tighten technology export control to
Soviet Union while relaxing restrictions to China. The US-Japan economic compe-
tition compelled the U. S. to tighten its technology import control to Japan while
easing the restrictions to China. Such U. S. policies have provided opportunities
for China to improve its technological capabilities. However, when the pressure of
strategic competition from the Soviet Union and Japan receded gradually, the U. S,
technology policy towards China have undergone profound changes. At present,
the U. S. is trying to exercise comprehensive tightening of high-tech imports and
exports control to China, particularly by launching a trade war with China and
suppressing China’s high-tech industries. The U. S. technology control towards
China will be a major obstacle for China’s technological upgrading in the long run.
Key words: power competition, Sino-U. S. relations, technological competition,
security competition, economic competition, technology import and export con-

trol, Sino-U. S. trade friction



